Printing is here to stay and COVID-19-directed malicious emails are in vogueolland.

Since the beginning of the year, phishing campaigns have been launched with new花样 emails containing links that lead to imported updates and malicious attachments. These malicious links lead to infections on your device immediately.

Here is how you spot these malicious emails:

1. Cyber criminals always try to exploit your fears and concerns about the virus. They do this to re-shape national health organizations. Typically, these emails:
   a) Claim your personal information from your healthcare record and provide tips to eliminate it.
   b) Request to verify your social security number and bank account.

2. Check your email’s attachments: Open or delete the attachment:
   - Open the attachment only if you are sure.

Here is what you should do:

1. Never click on suspicious links or attachments.
2. If you have opened the attachment, run a virus scan.
3. Keep your system up-to-date and running an anti-virus program is one of the most important steps. Particularly if you are not protected by your organization’s network.

Without an anti-virus program, your system might already be infected, and could damage your personal files, reformat your system and your organization’s network. This could lead to increased logins and uninitiated emails.

What should you do next?

Follow-up actions include a number of steps:
1. Be aware of suspicious behavior.
2. Be aware of new phishing attacks.
4. Be aware of new anti-virus programs.
5. Be aware of new anti-virus strategies.

In any case, it is important to keep a clear head the next time you think of your anti-virus program, you can always contact your IT department or your local security team.

For more information, visit USAID:https://www.usaid.gov/coronavirus/health-care-supply-chain-management

Follow the instructions provided by your government:

Refer to recommendations to prevent the spread of the virus from the US:

World Health Organization (WHO) provides guidelines for preventing the spread of the virus.

Remember to contact your IT department if you have a question regarding remote work!
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The International Telecommunication Union (ITU), Regional Offices, Telecommunication Subsidiaries, United Nations Development Programme (UNDP), World Health Organization (WHO), and USAID are committed to providing support to countries in need. For more information on how your organization can help.

Several relevant publications have been produced by national and international organizations, providing essential guidelines.
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